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Abstract of the contribution: This contribution proposes an update to interim conclusion on KI#1 to remove Editor’s Notes for the scenario where the SNPN offers connectivity for UE(s) with credentials owned by separate entity offering AAA Server.
Discussion
The interim conclusions for KI#1 for the scenario where the SNPN offers connectivity for UE(s) with credentials owned by separate entity offering AAA Server in section 8.1.1 of TR 23.700-07 presents several Editor’s Notes. 
This contribution proposes to remove them as follows: 

· The first EN is related to the UE ID used for primary authentication and authorization with the AAA server. 

Some of the solutions for this KI (e.g. solution#4 and solution#10) propose that the UE uses a SUPI that is kept internal to the SNPN 5GC and a different UE ID with the AAA server for EAP authentication purposes only. This can be a valid model when the SNPN assigns identifiers (SUPIs) for the SNPN UEs which are different from the UE IDs within the credentials managed by the AAA server and the SNPN does not want to disclose its SUPIs with the AAA server.  
There could be however other trust models where for example the SNPN is managing both the 5GC and the AAA and thus concerns of sharing SUPIs used within the SNPN 5GC with the AAA server may not apply. Furthermore, it should be possible that the SUPIs used by the UE to operate within the SNPN 5GC are based on the UE ID managed by the AAA as mentioned in solution#8.

It is therefore proposed that different possibilities for handling the UE ID used for primary authentication are allowed. In any case, this topic needs to also be reviewed based on SA3’s feedback. 
· The next two ENs and the final EN are related to subscription management aspects. 

The possibility for the UDM within the SNPN 5GC to support subscription data (e.g. for access and mobility and session management purposes) for SNPN UEs as currently defined by 3GPP shall be considered as the baseline model. This can be done in UDM based on individual subscriptions or on group/common subscription data with no additional standardization work using capabilities already defined in 3GPP as mentioned in solution#8. Thus, the current formulation of the conclusions regarding subscription management based on UDM is considered enough.
The possibility for the AAA to assist in one way or another in providing or further indicating to the SNPN 5GC the subscription profiles applicable to a given UE as proposed by some solutions (e.g. solution#4, solution#10 and solution#44) maybe also considered after evaluation and feedback from SA3. 

· The remaining ENs is related to the interactions with the AAA server. 

The interactions with AAA server specially in the context of primary authentication should be under the remit of SA3, so one of these ENs can be resolved referring to related specification work in SA3. 
Proposal

It is proposed to include the following into TR 23.700-07.
*** Start of changes ***
8.1.1
Conclusions for scenario where the SNPN offers connectivity for UE(s) with credentials owned by separate entity offering AAA Server
The scenario where the separate entity owning the credentials has only an AAA Server is supported. It is proposed to adopt the following conclusion principles:

-
The SNPN will host a function (e.g. enhanced AUSF or new NF) supporting primary authentication and authorization of SNPN UEs that use credentials from the AAA Server.

NOTE:
Whether to use a new NF or enhanced AUSF will be determined based on feedback from SA3.
-
The function (see above) forwards EAP messages to the AAA server that is acting as the EAP Server for the purpose of primary authentication and authorization. 

-
Depending on the trust model of the SNPN with the AAA, the UE ID used during primary authentication and authorization with the AAA may be the SUPI used within the SNPN 5GC or a UE ID different from the SUPI. 
NOTE 1:     The details of the UE ID/SUPI used with the AAA server during primary authentication and authorization can be defined during normative phase e.g. based on SA3’s feedback.
-
The UDM supports common mobility management and session management subscription information that is needed at the time of Registration and Session Management procedure.


-
After completing the primary authentication and authorization successfully, the AMF or SMF can retrieve the SNPN UE subscription data (i.e. mobility management and session management subscription) using SUPI from UDM. 

NOTE 2:     The interactions between the existing/enhanced AUSF (or new NF) and the AAA server can be defined during normative phase e.g. based on SA3’s feedback.
NOTE 3:     In addition to providing subscription credentials, it can be decided during normative phase e.g. based on SA3 feedback to what extent the AAA server could also be involved in subscription management procedures needed for registration and session management within the SNPN 5GC.
*** End of changes ***
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